There is a slow control computer and a data acquisition (DAQ) computer. The slow control computer has Ubuntu 20.04 LTS, which will be updated until after 2030. An X2Go server has been installed on the desktop which allows remote connection. X2Go is not compatible (yet) with newer versions of Ubuntu, so do NOT upgrade to a newer version. The password for the slow control computer is 4567, user name is superuser.
To connect to the computer using X2Go you need to install the X2Go client on your computer. The client can be downloaded from: https://wiki.x2go.org/doku.php/doc:installation:x2goclient 
In the client you can create a new session to connect to the computer.
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The Session name can be freely chosen. If you are on the Nikhef network you can login by filling in the IP address of the computer: 192.16.192.106
[bookmark: _GoBack]The Login is superuser. Select the XFCE session type. Click OK to save the Session preferences. 
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After creating the Session you can log in by filling in the password of the computer and clicking Ok.
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When you are connected you will have a remote connection with a graphical user interface.
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To log in from home you can use SSH, by checking the ‘Use Proxy server for SSH connection’ box.
You can then fill in login.nikhef.nl at the host, and your Nikhef account for the Login. 
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When logging in you first have to fill in the desktop password. [image: ]
After this you will be asked for your Nikhef account password to login using SSH. 
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The DAQ computer is not yet installed.

We are using python for the source code running on the Raspberry Pi for both UI and data acquisition (apart from the Arduino sketch written in C++).

The code can be found at https://gitlab.nikhef.nl/vgupta/vuv.

VUV code overview
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